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Single Sign-On (SSO) is a session/user authentication process that permits a user to enter one set
of credentials in order to access multiple applications. The process authenticates the user for all
the applications they have been given rights to and eliminates further prompts when they switch
applications during a particular session.

There are various types of SSO, and 'Identity Provider Initiated Logon' is what RLDatix uses for
implementation. When a user is logged into your organisation's network and clicks a link to Assure
Expenses, a message will be sent to your Identity Provider which will acknowledge that the user is
on the network. The Identity Provider then sends an encrypted access token to Assure Expenses
which is decrypted, then the user is confirmed, and access is granted to the product.
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